
From: Moody, Dustin (Fed)
To: Bassham, Lawrence E. (Fed); Perlner, Ray A. (Fed)
Subject: Re: PQC API
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Yes, that is correct. Signatures, Encryption, and Key-exchange (for which DH is an example). Ray, correct me if I'm wrong.

From: Bassham, Lawrence E (Fed)
Sent: Thursday, May 26, 2016 10:25:52 AM
To: Moody, Dustin (Fed)
Subject: PQC API
Just verifying what I need API stuff for… I know we are asking for Public-Key signatures. Which of the others should I include? Is here anything we are asking for
that is not covered below? I think we are looking at the DH functions, Pub-key encryption, and Pub-Key signature, but I just want to verify.
Larry
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